UNIVERSITY OF CUMBRIA

PRIVACY NOTICE FOR APPLICANTS 
Introduction

The University of Cumbria collects and uses personal information about applicants in accordance with applicable Data Protection and Privacy laws, including (when in force) the Data Protection Act 2018 and General Data Protection Regulation. Please read this Privacy Statement carefully and contact us if you have any queries.

This Privacy Notice explains how we handle the personal information requested and collected in relation to the operation of Admissions processes and procedures to any undergraduate and postgraduate credit-bearing course at the University of Cumbria.  

What personal information do we collect?
We will collect, process and store the following personal data about you: 

Information you give us. This is information about you that you give us by:

· Filling in an application form for any of the above procedures. 
· Supplying further information as part of any of the admissions process.
Such information may include:

· your name, and contact information such as address, email address and telephone number, as well as your date of birth, national insurance number (or other tax identification number) and your passport number or national identity card details, country of domicile and your nationality. We will also allocate you a unique student number;

· information relating to your education and employment history, the school(s), sixth form college(s) and other colleges or universities you have attended and places where you have worked, the courses you have completed, dates of study and examination results. We will also keep records relating to assessments of your work, details of examinations taken, your predicted and actual examination grades and other information in your student record;

· information about your family or personal circumstances, and both academic and extracurricular interests, for example where this is relevant to the assessment of your suitability to receive a bursary or in order to provide you with appropriate pastoral care;

· sensitive personal data and information about criminal convictions and offences, including: 

· information concerning your health and medical conditions (e.g. disability and dietary needs);

· certain criminal convictions (e.g. for students on nursing programs, following completion of an annual declaration of “good character”); and

· information about your racial or ethnic origin; religion or similar beliefs; and sexual orientation.
· Supporting documents requested as part of your application and additional details provided by any referee and recorded following any interview process.

· For Teacher Training applicants:  The University and partner schools will use the results of your Skills Tests in Numeracy and Literacy, together with additional details provided by any referee and recorded following any interview process. We will also conduct screening checks for safeguarding purposes.

Information we receive from other sources. This is information, held within the University, or by a Collaborative Partner, collected during the application process. This may include, for example, concerns about your health and wellbeing, reference to a disability or specific learning difficulty (SpLD), references, interview performance that would potentially be utilised during the application process.
We may also collect some information, which is classed as Sensitive Personal Data or Special Category Data, such as health and wellbeing, a disability or SpLD.  We may also hold information that is considered criminal offence data.  We will only use Sensitive Personal Data or Special Category Data or information about criminal offences with your explicit consent, except in limited, exceptional circumstances permitted by Data Protection legislation (for example, to protect the welfare of yourself or others when making fitness to practise or study decisions and to comply with legal or regulatory obligations).  
How will we use your information?
We will use your information for the following main reasons –

· To take steps to enable us to enter into a contract with you, for example by assessing your application to study with us or to respond to a request for a review of an admissions decision.
· To fulfil legal obligations, for example Criminal background disclosure and checks, Equal Opportunities monitoring, Health and Safety, Visa and Immigration, Safeguarding and Prevent duties. 

· With your consent, where you have asked us to take steps at your request or for sensitive personal information including ethnicity, biometrics (as part of fee assessments), disability and/or health, except where we use this information to protect the welfare of yourself or others when making fitness to practise or study decisions or to comply with legal or regulatory obligations
· As part of our public task, for example to comply with professional body and regulatory requirements and to carry out internal or external research

· In the legitimate interests of the University, to keep you informed of relevant news, events and other information about studying at the University of Cumbria. 

Storing your information

All information you provide to us is stored within the European Economic Area (EEA) on our secure servers. Once we have received your information, we will use strict procedures and security features to try to prevent unauthorised access.

If your application is successful and you register on programme, your admissions file and relevant documentation will be retained in line with our Student Privacy Notice, which can be found at www.cumbria.ac.uk /dataprotection  
If your application is unsuccessful, your admissions file and relevant documentation will be retained for a minimum of the admissions process plus six months.
Disclosure of your information
As well as circulating your application and related materials to the appropriate staff at the University and Partner Schools (for PGCE School Direct programmes), we will share your personal information for the above purposes as relevant and necessary with:

· Your referees.

· Where relevant and as required and/or notified to you, your school/college or training organisation.

· Your examination boards or awarding bodies.

· Your student support assessment body.

· Your funders and/or potential funders (e.g. the Student Loans Company).

· In the case of international applicants, the British Council or appropriate agencies.

· Where relevant and as required, UK Visas and Immigration in order to act as your sponsor for visa purposes.

· Where relevant and as required, governmental bodies including local authorities, the Home Office, and the Department for Work and Pensions and its agencies.

· Other Higher Education organisations, in order to assist with tracking and research into access to Higher Education.

· Companies or organisations providing specific services to, or on behalf of, the University and/or one or more Colleges.

Your Rights 

Where we rely on your consent to process your information you have the right to withdraw your consent at any time. You can do this by contacting the university service who you provided your consent to. If you are unsure who to contact please contact the university Data Protection Officer.

Under Data Protection legislation you have a right to a copy of the current personal information held on you by the University. To request a copy of your data, please use the request form available on the university website at https://www.cumbria.ac.uk/dataprotection 

For further information or advice about your rights under Data Protection legislation, including details of how to contact the University’s Data Protection Officer, please see our webpages at https://www.cumbria.ac.uk/dataprotection. 

You can also visit the Information Commissioner’s website for further information and advice on your rights under Data Protection legislation. You also have the right to complain to the Information Commissioner if you are unhappy with the way your information is being handled.   Please see www.ico.org.uk for further details.
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